
1

Categorising data

Understanding what you 

have

What, why and where

Backup data

Protecting what you 

have 

Back up to the cloud and 

offline

2

Devices and apps

Protecting what you have

Consider security across 

all apps and devices

3

Ways of working

Password safety and 

account access

4

Phishing

Understand the threats 

and mitigate risk

5

Governance

Plan and train

6

Understanding what you have

REPEAT!

11

Tool 6: 6 simple steps to becoming cyber secure
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